UNIT 256

 Understanding security and loss prevention in a retail business 
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The security risks faced by retail business, their effects and actions that can be taken to prevent and deal with security incidents.

The range and effects of security issues in retail.  How to prevent crime and how to deal with security incidents.
What security risks are faced by retail businesses? 
Retail businesses are vulnerable to a number of types of criminal activity:

· Theft.  This includes shop lifting and staff theft.  Customers will typically steal stock, as they have limited access to cash or other property.  High value, easily carried and easily re-sold goods are most at risk from shop lifters.  Staff may steal stock, cash or property belonging to colleagues
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Criminal damage or vandalism.  Customers and, occasionally, staff may deliberately damage stock or fixtures and fittings.  This is usually simply malicious or mindless damage, rather than being carried out for pre-meditated reasons
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Harassment.  Usually committed by customers against members of staff, although sometimes by colleagues.  Harassment is ‘behaviour that threatens or torments somebody, especially persistently’
· Burglary.  The difference between burglary and theft is that burglary involves illegally entering the premises to commit theft, and therefore almost invariably occurs when the premises is closed 
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Fraud.  This may involve customers using stolen or cloned credit/debit cards, counterfeit cash or cheques, or claiming refunds for stolen stock.  Another type of fraud is delivery fraud, where suppliers or drivers will deliberately claim to have delivered stock which has not actually been delivered.

· Staff collusion.  This may mean deliberately under-ringing the price or quantity of goods on the till, ignoring shop lifting or knowingly signing for goods not delivered.

What effect can crime have on retail businesses and staff?

Crime reduces the profits made by the business.  Every pound’s worth of stock stolen, damaged or vandalised; every member of staff made less productive by harassment or off sick because of the trauma of being involved in retail crime, directly affects the amount of profit available to pay staff wages, buy new stock or invest in expanding the business.
Crime affects staff in a number of ways:
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· Financially.  Staff may be directly affected financially by crime if their cash or possessions are stolen from their lockers or handbags.  They will be indirectly affected financially by crime as the profit available for wage increases or bonuses will be reduced
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Physically.  Staff may be physically threatened or even attacked if they attempt to prevent shop lifting, criminal damage, vandalism or burglary.  Most retailers have clear policies that staff should not put themselves at physical risk in order to protect property
· Psychologically.  Staff may suffer from stress if they are working in a threatening environment or if they are being regularly harassed by customers or colleagues.  This may lead to the need to take excessive time off sick, which will affect colleagues who have to cover their work.

What can be done to reduce crime?

There are a number of actions that can be taken to reduce the risk to stock, premises, cash, people and information.  These include:
· The employment of specific security staff.  These may be plain clothes store detectives or uniformed security staff.  Plain clothed staff can monitor suspicious behaviour and [image: image9.emf]

apprehend shop lifters, while uniformed security staff act more as a deterrent
· Security devices such as electronic tags on stock which activate an alarm if the stock is removed from the building without being paid for, or tags which can be safely removed by the staff but which will irrevocably damage the stock if the thief tries to remove them
· CCTV which enables security staff or management to monitor the activity of customers and staff within the store and may have the facility to record incidents for use as evidence  

· The use of passwords or authorisation levels on computers [image: image10.emf]

and cash registers.  These limit the functions that staff can access.  Passwords should be regularly changed, especially when staff who have knowledge of them leave
· Staff search procedures.  Many retailers will have procedures in place for searching the bags and lockers of staff for stolen property.  These may require all staff to be searched on leaving the building or random searches to be carried out
· [image: image11.emf]

Staff security procedures.  These may include the requirement for staff to wear uniform and name badges to make it easy to recognise staff who may be in restricted areas, entry codes or electronic entry devices to restrict entry to back areas, control of staff purchases or the use of clear refuse bags to prevent the removal of stock hidden in them.

How should security incidents be dealt with?

If you see, or suspect you see, a theft taking place:
· Observe the suspicious character and ask a colleague to alert security or a manager
· Keep them under constant observation so that they cannot pass stolen goods to an accomplice
· Watch them until you are sure that theft has taken place
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Do not confront them on your own as this risks a violent response
· Make a mental note of their description in case you lose sight of them
· Do not put yourself at risk in order to protect property. 
Under the Police and Criminal Evidence Act (PACE), individuals have the power of arrest but not the authority to search people, cars or premises.  Only the police have this authority.
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You can request a suspect to empty their pockets, handbags or briefcases, but you cannot insist.  If you search someone without their permission you risk a charge of assault.  Make sure there is a third person present as a witness at all times, but particularly if the suspect is of the opposite sex.

As well as complying with legislation it is important that you know and comply with company policy on handling security incidents.  You also need to be careful not to reveal the personal details of yourself or colleagues to anyone else.
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	Activity 1

List ten items which are at high risk of theft, and the reason each is particularly vulnerable




	Activity 2

Name two actions/precautions that can be taken to secure each of

Stock

Premises

Cash

People

Information




	Activity 3

List three steps staff could take to safeguard their personal security




Sample questions
The test will consist of 15 multiple-choice questions.  Try the following examples of questions on this unit.  

Which one of the following best describes how crime can affect a retail business?

a  Stock losses reduce profit.

b  Theft can reduce the level of staff.

c  Stock ranges may be broken.

d  Staff bonuses can be affected .

One of the main methods of protecting stock from theft is to

a  attach security devices

b  restrict stock on display

c  store goods near the till
d  count stock daily.
Which one of the following is a precaution for reducing internal theft of stock in a retail business?

a  Restricting cash in the till.

b  Carrying out stock counts.

c  Carrying out bag searches.

d  Restricting stock on display.

Which one of the following best describes the action to take when suspecting or witnessing a theft?

a  Wait until the suspect has left before approaching them.

b  Wait until the suspect has left before reporting to the authorised person.

c  Follow the suspect, detain them and call the police.

d  Report suspicions promptly to the authorised person.
Which one of the following describes the best method of safeguarding own personal safety?

a  Dealing with situations firmly. 

b  Complying with legal and organisational guidelines. 
c  Avoiding all contact with customers who appear aggressive.
d  Acknowledging confrontational situations.
You have now come to the end of Unit 256 -Understanding security and loss prevention in retail business
You should now be able to:
· Describe the types of criminal activity which commonly occur in retail business
· Identify the types of merchandise at greatest risk of theft and the reason for this

· Describe how crime can affect the profits of a retail business

· Describe how crime can affect people working in retail

· Outline actions and precautions typically taken to secure:

· Stock

· Premises

· Cash

· People

· Information.
· Outline actions and precautions that can be taken to reduce staff theft and the resulting loss of stock

· Describe what action should be undertaken in the event of an observed or suspected theft

· Describe the steps employees should take to safeguard their own personal security

· State when security incidents should be referred to senior staff
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What is this unit about?














What can I practise?
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