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Unit 240: Help to keep the retail unit secure
Handout 1: How to help to keep the retail environment secure
To help to keep your retail environment secure, the most important thing is to know and understand your company policy and procedures. Every company will have different policies and procedures, so if you start a new job, even if you have worked in retail previously, you will need to get to know what they are.

When you started in your present job you should have had an induction period. Company policies and procedures on security will have been covered during this time. Any changes will be explained during team meetings and displayed on staff notice boards. If you need to refresh your memory, you can look at your staff handbook or procedure manuals.

Types of security risk

The types of security risk that can arise in retail environments are threats to the premises, the stock, the cash and the people. The main threats are:

· Vandalism to the premises, for instance breaking windows, spraying graffiti, arson, breaking signs etc.

· Burglary or breaking and entering into the premises when they are closed

· Criminal damage to fixtures and fittings or stock, usually just for fun

· Theft either by customers or staff. Theft by customers is known as shoplifting and will usually involve stock, while staff may steal stock or cash or small items belonging to colleagues from handbags or changing rooms

· Fraud by customers using fake credit or debit cards, counterfeit cash or claiming refunds they are not entitled to or by delivery drivers delivering less than is on the delivery note

· Staff collusion through under-ringing, overlooking shoplifting or signing for undelivered goods

· Physical threats or assault of staff by customers either because they are attempting to prevent a crime being committed or because customers have become angry over a situation

· Harassment by customers or colleagues, sometimes extending to bullying.
Dealing with security threats

The way that you are expected to deal with these threats will depend on your company policy. In general terms, you are unlikely to be faced with vandalism or burglary occurring during your working day. If you are the first member of staff to become aware of a problem, you should report it to a member of management. 
If someone is causing criminal damage you will need to assess the risk in confronting them. It is not worth risking physical assault to prevent damage to property. If in doubt call security or the Police. Similarly, if you see shoplifting taking place observe the suspect until you are sure, remember what they look like and alert security or management. If you have reason to suspect a colleague of theft or collusion, report your suspicions to management.

Fraud can be prevented, or at least reduced, if the procedures for processing payments are followed correctly. Credit and debit cards should be checked through the chip and pin procedure, cash should be checked using a UV light or counterfeit checking pen and by checking for raised print, watermarks etc., care should be taken that the refund procedures are followed correctly and that deliveries are checked before they are signed for.

Physical threats should be dealt with by remaining calm, avoiding confrontation and getting help. Harassment or bullying should be reported to management as soon as it starts to prevent it getting out of hand.

Remember that while you can ask a suspected thief to empty their pockets or allow you to search their bags, you cannot insist, as under the Police and Criminal Evidence Act only the police have this right. Searching someone without permission can be seen as assault. It is particularly important to have a third person present as a witness, especially if the suspect if of the opposite sex. 
Maintaining security
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The best ways to maintain security while you work are to know and follow your company policies and to be alert at all times. There may be security staff, either uniformed or plain clothes, and you should report any security risks to them and your manager as soon as you become aware of them. Many companies have codes which are used over the public address system to alert security staff or management to a security situation. In others there will be internal telephone numbers to use. Make sure you know what these are and how to use them. Stock may be protected by electronic tags and there may be CCTV cameras to protect both stock and staff. 
The positioning of stock and fixtures can also have an effect on protecting stock from theft. High-value stock should be placed near the till, in lockable cabinets or protected by alarms. Easily concealed stock should not be placed near exit doors. If fixtures are more than head height, CCTV cameras or security mirrors should be used to enable security staff to keep an eye on stock and customers.

When you go on a break, finish a shift or leave the premises at the end of the day make sure that other members of staff are present so that the building or department is not left unmanned. If there is an on-going security situation, make sure that you inform someone before leaving the shop floor.
